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Abstract

We propose Alternative Best-Effort (ABE), a
novel service for IP networks, which retains the
simplicity of the original Internet single class, best
effort service, while providing low delay to inter-
active, adaptive applications. With ABE, appli-
cations choose between either a lower end-to-end
delay or more overall throughput. Every best
effort packet is marked as either green or blue.
Green packets are guaranteed a low bounded de-
lay in every router. In exchange, green packets are
more likely to be dropped (or marked using con-
gestion notification) during periods of congestion
than blue packets. For every packet, the choice
of one or other colour is done by the application,
based on the nature of its traffic and on global
traffic conditions. Typically, an interactive appli-
cation with real-time deadlines, such as audio, will
mark most of its packets as green, as long as the
network conditions offer a large enough through-
put. In contrast, an applications that is transfer-
ring binary data, such as bulk data transfer, will
seek to minimise overall transfer time and send
blue traffic. There is benefit for all traffic in that
green traffic achieves a low delay and blue traffic
receives at least as much throughput as it would
in a flat, that is existing, best-effort network. The
key feature of ABE is that neither packet colour
can be said to receive better treatment, thus flat
rate pricing may be maintained, and there is no
need for reservations or profiles. ABE is thus dif-
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ferent from differentiated or integrated services: it
offers no priorities, reservations or guarantees, but
it offers a new dimension to best-effort services.
In this paper, we define the ABE service, its re-
quirements, properties and usage. We discuss the
implications of replacing the existing IP best effort
service by the ABE service, and analyse in partic-
ular the relationship with TCP friendliness. We
identify the ABE router requirements. We pro-
pose and implement a method for supporting the
ABE service at the output port of a router. We
discuss its algorithmic aspects and compliance to
the ABE router requirements, and present initial
simulation results.

Keywords Alternative Best-Effort, ABE, Traf-
fic Control, best-effort, low delay service, real-
time traffic, TCP Friendliness.

1 Introduction

We present an enhancement to the IP best-effort
service, Alternative Best-Effort (ABE). The goal
of ABE is to (1) provide a low queueing delay ser-
vice and (2) operate in best effort mode, retaining
the simplicity of today’s best effort Internet ser-
vice. The first requirement is for applications with
stringent real time constraints, such as interactive
audio. The second requirement is an attempt to
maintain the simplicity of the original Internet.
With ABE, it is not required to police how much
traffic uses the low delay capability; as explained
below, the service is designed to operate equally



well in all traffic scenarios. The aim of this paper
is three-fold:

e To introduce the ABE service, its objectives,
requirements and properties;

e to demonstrate its application and usefulness
in the context of best-effort services;

e to illustrate the implementation of the ABE
service

ABE is designed primarily to support rate-
adaptive multimedia applications in a best-effort
service environment. These applications adapt to
a network state: the rate is reduced when nega-
tive feedback is received, and increased with pos-
itive feedback. In today’s Internet, feedback is
based on packet drop. In the future, binary feed-
back based on Explicit Congestion Notification
(ECN) [17] will be used. We assume, as is required
in the Internet, that rate adaptation is performed
such that the application is TCP-friendly [7],
namely, it does not receive more throughput than
a TCP flow would. Tt is now established that it is
possible to implement adaptive multimedia appli-
cations, which perform across a wide range of net-
work conditions [18, 19]. However, delay remains
the major impediment for interactive applications
in many circumstances [22]. In this context, the
key idea of ABE is to provide low-delay at the
expense of maybe less throughput. As discussed
below, this second point is fundamental in ensur-
ing that ABE requires no usage control.

ABE operates as follows. Best effort IP pack-
ets are partitioned into either low delay packets,
called green packets, and other best effort packets,
called blue packets. The choice of the terms blue
and green, two primary colours of equal value, is
to indicate that none of the two has priority over
the other, while green, the colour of the traffic
light signal for go, indicates low queueing delay.

Green packets are given a guarantee of a low
bounded delay in every router. In exchange, these
packets receive more losses during bouts of con-
gestion than blue packets. If ECN is used, then
green packets are more likely to be marked with
the congestion bit than blue packets. For sim-
plicity, in the rest of the paper we consider only
non ECN-capable systems. Nevertheless, ABE is
equally valid, and indeed would work even better
with ECN.

It is important to note that ABE addresses a
different market to that of differentiated or inte-
grated services. Unlike these services, ABE does
not offer any guarantee, even approximate, on
throughput but it offers a new degree of freedom
to best-effort services. ABE enables a moder-
ately loaded network to offer low delay to some
applications (typically, adaptive multimedia ap-
plications), as long as such applications are satis-
fied with the throughput they receive. However, a
highly loaded network offering ABE will give lit-
tle throughput to all best effort flows, no matter
whether green or blue.

We describe a scheme, Duplicate Scheduling with
Deadlines (DSD), for the implementation of the
ABE service at the output port of a router. It
enables ABE through the use of deadlines and a
virtual queue.

It was implemented in the ns-2 simulator [11]. Its
degree of compliance with respect to the ABE ser-
vice requirements is shown. Based on these initial
experiments, the simulation results clearly show
the advantage of the ABE service over a flat best-
effort service. We discuss end-to-end delay distri-
butions for green traffic and throughput for blue
traffic and compare these to a best-effort service.
By simulation, we show that an ABE service pro-
vides more throughput to blue packets than un-
der a flat best-effort network while giving a low
bounded delay to green packets.

The remainder of this paper is organised as fol-
lows. Next Section reviews related work and po-
sition ABE with respect to other proposals in dif-
ferentiated services. Section 3 presents the ABE
service, its requirements, its properties and a de-
tailed example. It also discusses migration issues
from the traditional IP service (flat best-effort) to
ABE as well as some marking strategies for appli-
cations. In Section 3.4 we discuss the central issue
of green does not hurt blue and its relation to TCP-
friendliness. We discuss router implementations
in Section 4, outline an implementation proposal,
discuss its compliance to the ABE requirements
and show simulation results. In Section 5, we
conclude.



2 Other Services for low de-
lay in the Internet

A number of propositions exist for providing low
delay in the Internet. A first family of solutions,
Integrated Services, uses reservations; this is a
considerable departure from the current Internet
flat rate philosophy, as it requires per flow ac-
counting and charging.

A second family of solutions, Differentiated Ser-
vices, uses some form of priority. Crowcroft [1]
proposed a low delay service, analysed by May et
al [12], coded with a single bit. Turning on this
bit ensures that the packet receives serving prior-
ity while constrained to a smaller buffer size. De-
pending on the input traffic and the buffer sizes of
both types of traffic, this typically would result in
the low delay traffic also having more throughput.
Similarly, Expedited Forwarding [14] (EF) aims
at providing extremely low loss and low queueing
delay guarantees. SIMA [20] offers applications
the choice of a level (0-7) of how “real-time” its
traffic is, with each level having relatively lower
delay and loss ratio than the previous one. Dovro-
lis et al [16] and Moret and Fdida [13] both de-
scribe a system based on a proportional distribu-
tion model, where the quality between classes of
traffic is proportional and thus can be performed
independently of the load within each class. They
both propose controlling the relative queueing de-
lays between classes. All of these proposals cou-
ple low delay with improved throughput, and are
some form of priority. They can be used to sup-
port adaptive and non-adaptive interactive appli-
cations, provided that some form of admission
control is performed. They can provide a pre-
mium service, at a price that has to be higher
than the best effort service (otherwise all traffic
would use the better service). In contrast, ABE
green packets cannot be said to receive a better
treatment than blue ones and ABE may be intro-
duced as a replacement for the existing best effort
service. On the other hand, ABE is not suited to
support non-adaptive multimedia applications.

Assured Forwarding (AF) [15] is also a differen-
tiated service. It divides AF traffic into classes
within each there are distinct levels of drop prece-
dence. It offers an assurance that IP packets are
forwarded with high probability as long as the ag-
gregate input traffic within a class does not exceed
an agreed profile. The authors also suggest that

an AF class could be used to implement a low
delay service where low loss is not an objective,
by allocating an AF class with a low buffer space
(call it the low delay AF class). Such a service
is in principle different from ABE, which views
all blue and green packets as one class; the ser-
vice received by green packets is dependent on the
amount of green and blue traffic. In contrast, the
performance of an AF low delay class is not ex-
pected to be affected by the amount of best effort
traffic. In that sense, the low delay AF class is a
differentiated service which requires differentiated
charging, contrary to ABE.

Lastly, destination drop might appear as an al-
ternative to ABE that would require no support
from the network. This alternative would consist
in having the destination drop all packets that ar-
rive too late, say after a transit deadline. How-
ever, it wastes network resources, since packets
are dropped after being carried by the network,
and the overall performance of such a scheme can
become very poor [23].

3 The ABE Service

In this Section we define the ABE service, illus-
trate on an example its use by a multimedia appli-
cation, and discuss how it could be introduced in
the Internet. We discuss in detail the implication
of the requirement green does not hurt blue. We
identify and analyse the relationship with TCP-
friendliness. This allows us to propose a set of
router requirements, against which we propose to
check implementations.

3.1 Definition of the ABE Service

ABE is an Internet service defined by the following
set of characteristics.

1. ABE packets are marked either green or blue.

2. Green packets receive a low, bounded delay
at every hop. Realistic values of the per-hop
delay bound are discussed later in this sec-
tion.

3. Applications are expected to control their
rate in a TCP-friendly manner. An appli-
cation is considered to send blue and green



packets which belong to the same flow, as op-
posed to two distinct flows.

4. Green does not hurt blue: If some source de-
cides to mark some of its packets green rather
than blue, then the quality of the service re-
ceived by sources that mark all their pack-
ets blue remains the same or becomes better.
This definition is deliberately non-specific. A
formal one requires a longer argument which
is done in Section 3.4.

5. All ABE packets belong to one single best ef-
fort class. If the total load is high, then every
source may receive little throughput. How-
ever, entirely blue sources would experience
more throughput than entirely green sources
sharing the same network resources.

At very high bit rates, queueing delays are in gen-
eral expected to be lower and high speed back-
bones probably will not need any delay differenti-
ation. Hence, we currently expect ABE routers to
be implemented at network peripherals, where bit
rates are of the order of a few Mb/s (or even less
for cellular radio systems). The value of the de-
lay bound offered to the green service depends on
how many hops are used by one flow. A multime-
dia flow probably uses a small number (2 to 6) of
low speed hops. An interactive audio application
has a delay budget of 100-150 msec, out of which
50 msec may be allocated to network delay. As a
result, we expect the green per-hop delay bound
to be set to a value in the range of 5 to 20 msec.

In today’s Internet, it is considered as desirable to
preserve packet ordering, though this is not always
enforced. Similarly, an ABE node is expected to
preserve packet order as much as possible; how-
ever, the delay preference given to green may re-
sult in a green packet overtaking a blue one.

In essence, ABE can be thought of as allowing
an application to trade delay for throughput, by
marking some packets green. In this context,
characteristic 4, green does not hurt blue, is es-
sential. In particular, it is desirable that an en-
tirely blue flow receives at least as good average
throughput as it would in a flat best-effort net-
work i.e. if all packets were blue. If this is en-
forced, there is benefit to all: if some application
decides to mark some packets green, then it must
do so because it values the low delay more than
a potential decrease in throughput; otherwise, it
would mark the packets blue. In all cases, there

a
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Figure 1: A possible strategy for a multimedia
source using the ABE service.

is no penalty for other applications, which might
choose to mark all their packets blue. Thus, it is
not required to police the colour chosen by appli-
cations, provided they are TCP-friendly. The en-
forcement of friendliness [9, 8] is outside the scope
of this paper. Thus ABE attempts to retain the
simplicity of the original Internet single class, best
effort service, while providing low delay to interac-
tive applications. In particular, flat rate charging
may be applied if an operator decides to do so.

3.2 An example

We discuss a very simple scenario, in order to il-
lustrate how a source would use the ABE service.

Figure 1 shows a simple simulation where an inter-
active audio source competes with n background
sources for one bottleneck. The source has the
choice of marking packets blue or green. The other
sources are all blue. Assume the source has a re-
quired minimum rate Rg in order to function prop-
erly, for a given loss pattern in the network. The
rate Ry is shown by the horizontal dashed line.
Also assume that the source is able to forward-
correct packet losses, as long as the minimum rate
is achieved (see [18] for such an application exam-
ple; note that this would not be needed if ECN was
used). The choice between green or blue is left to
the audio application. It depends on its utility
function u(R, D), for a given throughput R and
end-to-end network delay D. On this simplified
example, we assume that the utility function for
our source satisfies (1) u(R,D) = 0 for R < Ry
and (2) u(R, D) is a decreasing function of D only
for R > Ry. In other words, once a minimum rate
Ry is achieved which provides enough intelligibil-



ity, delay becomes the major impediment. For this
source, the optimal strategy is to be green in the
low load region, blue in the moderate load region,
and to disconnect when the load is too high.

In the low load region, the source might have
marked its packets blue, in which case it would
have received more throughput, and, we assume,
a larger delay. But because the source values low
delay more than higher throughput (as long as
R > Ry), it will not do so. This example illus-
trates that ABE opens up a new region of opera-
tion for the best-effort network: in low load sce-
narios, a source may decide to obtain less through-
put at the benefit of low delay. In a flat best ef-
fort network, a network without the ABE service,
there is no such option. Indeed, by refraining from
sending at a higher rate, there is in general no im-
pact on the queueing delay, because of external
sources.

Note that this example is oversimplified. In gen-
eral we expect more complex utility functions to
be used. Note also that the detection of which
region the source is currently operating in has to
be made automatically by the source itself, us-
ing a colour adaptation algorithm. In companion
work [21], we propose an ABE-aware audio ap-
plication which combines colour adaptation, FEC
control and TCP-friendly rate adaptation in or-
der to maximise a utility function which depends
both on delay and rate.

Unlike the multimedia source above, a source
using TCP is probably more interested in its
throughput and should thus mark all its packets
blue. This follows immediately from the definition
of the service. Intuitively, it is because ARQ pro-
tocols such as TCP are more sensitive to packet
loss than to queueing delay, though queueing de-
lay does have an impact.

An ABE aware source would probably use a colour
mixing strategy, where they would send some
green packets and some blue. This would for ex-
ample be used by the colour adaptation algorithm
for monitoring purposes. This is perfectly per-
missible and considered normal practice; in fact,
apart from possibly policing TCP-friendliness, the
network supporting ABE does not need to analyse
individual flows. Source strategies would typically
be performed at the application level as expected
by Application Layer Framing (ALF) [21].

3.3 Inter-working and Migration:
from Flat Best Effort to ABE

ABE could be used by an operator in two dis-
tinct ways; either as a separate service, or as a
replacement to the flat (existing) best effort IP
service. In this paper we focus on the latter. In-
deed, as mentioned earlier, the initial thinking be-
hind ABE was to provide support for interactive,
adaptive Internet applications, while retaining the
simplicity of the original Internet service model.

Replacing flat best effort by ABE requires a rule
for assigning a colour to packets that do not have
one (such packets come from a non-ABE source or
network). By default, the rule is to assign a blue
colour to packets. This is because of the char-
acteristic that green does not hurt blue. Thus,
ABE unaware sources receive the same service as
they would if the network would be flat best ef-
fort. An operator might thus introduce ABE and
let customers and other carriers gradually move
to ABE, without any specific change to charging
or control policies. To be more accurate, the re-
quirement green does not hurt blue is intimately
related with the issue of TCP-friendliness.

Conversely, consider an ABE aware source which
uses a concatenation of networks, some ABE,
some flat best effort. We have mentioned ear-
lier that an ABE aware source probably has to
implement a colour adaptation algorithm. Now,
depending on traffic conditions, the ABE source
might see small or large delays even for green traf-
fic. This implies that the colour adaptation algo-
rithm should not make any quantitative assump-
tion about the value of end-to-end delay guaran-
teed for green traffic. Other than this, the inter-
connection of ABE and flat best effort networks
poses no special requirement.

As mentioned earlier, ABE needs to be imple-
mented only at network nodes where buffering
delay may become large, larger than a thresh-
old of the order of 5-20 msec. Thus, there is
no need for ABE support in high speed back-
bones. ABE would typically be required at access
nodes (modem or ADSL), at carrier interconnec-
tion points, and on cellular radio systems. An
Internet draft [6] discusses how the ABE colour
can be encoded in the IP header.



3.4 Green does not hurt Blue

In this section we define more accurately what it
means that green does not hurt blue, as intro-
duced in Section 3.1.

Intuitively, this requirement can be expressed by
considering two scenarios; one where all sources
are blue and the other where some sources decide,
based on their own logic, to mark some packets
green. The quality of service received by those
packets which have remained blue in the second
scenario should be as good as in the first one.
This requires firstly that the delay is not any
larger. Secondly, a packet which is not dropped
(or marked with a congestion notification) in the
first scenario would not be either in the second
scenario. As a consequence, the throughput of an
entirely blue flow would be at least as good in the
second scenario (since we assume that flows are
TCP friendly).

A problem with that simple, intuitive definition
is that sources are assumed to be adaptive (TCP-
friendly), thus in the second scenario, the packets
sent by the sources will not be the same as in the
first one. Furthermore, the behaviour of sources
is dependent on their rate adaptation algorithm,
which, while being TCP-friendly, may have a large
number of different incarnations.

A first step in order to circumvent this difficulty
is to introduce the following definition.

Definition 3.1 (Local Transparency to Blue)
Consider the scenario, flat best-effort, in which
the node would forget the colour and thus treat all
ABFE packets as one single best effort class. An
ABFE node satisfies local transparency to blue if,
for each packet that is blue in the original (ABE)
scenario:

1. the delay is not larger in the real, ABE sce-
nario than in the flat best-effort scenario

2. if the blue packet is not dropped (or marked
with a congestion notification) in the flat best-
effort scenario, then it is not either in the
real, ABE scenario.

It means that if some packets are marked green in
a node it does not hurt blue packets, assuming one
can ignore the effects due to rate adaptation in the
sources. It is a necessary requirement to ensure

green does not hurt blue. However, it may not be
sufficient, since the rate adaptation algorithm at
the source might produce a higher rate when the
end-to-end delay is smaller.

Indeed, TCP-friendliness can be interpreted as fol-
lows. The source should produce a data rate not
exceeding @ given by

S
Ry/2 + 3t11/22p(1 + 32p?)

where R is the round trip time, p the rate of
loss events, t; the TCP retransmit time (roughly
speaking, proportional to the round trip time),
and s is the packet size [3].

0

(1)

Thus, it is quite possible that, by becoming green,
a source would be allowed a higher data rate, due
to the reduction in round trip time. Such a source
would generate more packets than if it was blue,
and there is the risk that, in some cases, it would
hurt blue packets.

We should stress that the dependency of rate on
round trip time in Equation (1) is not necessarily
a desirable feature of a rate adaption algorithm. It
should not be confused with the fact that a source
using many hops should receive less throughput.
This latter fact is desirable, but it is implemented
by having a higher loss ratio. Further discussion
on this is provided in [4]. Fixes have been sug-
gested to rate adaptation algorithms, that would
remove the dependency of rate on loss ratio [2]. If
such fixes become widespread, then per-hop trans-
parency to blue would indeed ensure that, from a
throughput viewpoint, green does not hurt blue.

However, the current definition of TCP-
friendliness does imply a dependency of rate
on round trip time. In this context, it is nec-
essary to compensate for the delay decrease
obtained by green traffic. This leads us to the
following requirement for an ABE node.

Definition 3.2 (Throughput Transparency
to Blue) Assume that sources employ a rate
adaptation algorithm which conforms to a loss-
throughput formula such as Equation (1). To
provide blue with throughput transparency, the
ABFE node must ensure that an entirely green flow

gets a lesser or equal throughput than if it were
blue.

In summary, we identified that supporting the



green does not hurt blue requirement can be anal-
ysed as follows. A mnecessary condition is local
transparency to blue (Definition 3.1). Given the
bias against long RTTs in the TCP-friendly rate
adaptation rules accepted today, ABE nodes have
to additionally satisfy Definition 3.2, which, due
to reasons we outlined, can only be achieved ap-
proximately. The solution to this issue is entwined
with the very definition of TCP friendliness, and
as such is beyond the scope of this paper. In Sec-
tion 4, we propose an implementation that exactly
satisfies Definition 3.1 and approximately satisfies
Definition 3.2.

3.5 General router requirements

Following from the discussion in the previous sec-
tion, a router implementing ABE must:

1. Provide low, bounded delay to green packets;
the delay bound is fixed by network manage-
ment, probably in the 5-20 msec range.

2. Provide local transparency to blue (Defini-
tion 3.1).

3. Provide throughput transparency to blue
(Definition 3.2).

4. Minimise green packet dropping subject to
the above requirements.

The first three requirements directly derive from
the previous discussion. The last requirement is
because an implementation should try to make the
service as attractive as possible by keeping green
packet loss low.

As mentioned earlier, we do not consider in
this paper the task of enforcing TCP-friendliness.
A per-flow implementation of ABE would be
able to jointly support ABE and enforce TCP-
friendliness. This is the object of ongoing work
and is beyond the scope of this paper. Let us also
recall here that, as mentioned in item 5 in Sec-
tion 3.1, the relation between packet drop ratio
and source rate should be enforced independently
of packet colour.

4 A Router Implementation

In this Section we present a router implementation
model to support the ABE service. This imple-
mentation assumes that the router has only out-
put port queueing. It is based on a new schedul-
ing concept, Duplicate Scheduling with Deadlines
(DSD). We have also undertaken other implemen-
tations, based on different scheduling concepts,
which include: a differential dropper based im-
plementation in the ns2 simulator [23] and Linux
kernel [5], and a dummy packet based implemen-
tation in the Dummynet emulator [5] .

We describe DSD, discuss its compliance to the
ABE router requirements, as per Section 3.5, and
show some experiment results from simulations.

Before delving into the details of the scheme’s de-
scription, let us first explain its motivation.

One of the first schemes to implement ABE
that comes to mind would probably be a FCFS
scheduling discipline with a threshold drop pol-
icy to filter green packets. In that scheme, blue
packets would be accepted until the buffer is full,
whilst green packets will only be accepted if it can
be served with no greater delay than some maxi-
mum d.

Whilst the scheme might operate “reasonably”
well some of the time, most of the time there
would be little or no incentive in being green.
One wants to design a scheme that provides the
best service possible to green while still ensuring
throughput transparency, i.e blue flows receive at
least as much throughput as they would receive
given a flat best-effort service. Any significant ex-
tra gain by blue packets is at the expense of green
ones.

The gain blue packets would enjoy under ABE
should be kept to a minimum such that there is
still an incentive to use green packets whenever
appropriate.

We formalise this by the following optimisation
problem. We wish to minimise the number of
green losses subject to the following constraints:

e Green packets receive a no larger queueing
delay than d.

e Local transparency to blue (Definition 3.1)
holds.



o The scheduling is work conserving.

e No reordering: Blue (respectively green)
packets are served in the order of arrival.

The provision of throughput transparency is dis-
cussed in Section 4.2. An algorithm which is a
solution to this problem is described in the next
section. It is based on a new scheduling concept
called duplicates, which solves this problem by ap-
proximating the operation (behaviour) of a flat
best-effort service.

4.1 Duplicate Scheduling with

Deadlines (DSD)

An example of how DSD works is given in Fig-
ure 2. Central to this scheme is the concept of
a virtual queue, which is fed with duplicates of
all incoming packets which are served by a FCFS
discipline with rate ¢, as they would be in a flat
best-effort. The times at which the duplicates
are served is used to assign blue packets dead-
lines at which they would have (approximately)
been served in a flat best-effort service. Actual
blue and green packets are fed into two separate
queues. Blue packets are always served at the lat-
est their deadline permits subject to work conser-
vation. Green packets are served in the meantime
if they have been in the queue for less than d sec-
onds, and are dropped otherwise.

All packets are duplicated and fed in a virtual
queue, served at rate ¢, and with buffer size
Buff. If the virtual queue length has reached Buff,
the duplicate and the original blue packet are
dropped. Otherwise, the duplicate is enqueued
in the virtual queue, and the original packet is
tagged with a deadline, which is the time at which
the duplicate will be served in the virtual queue.
The original packets are enqueued in two sepa-
rate queues, one for greens and one for blues. Blue
packets are always served no later than their dead-
lines. If at a given time, the blue packet at the
head of the queue does not exceed its deadline by
letting the first green packet go first, the latter
packet is served — provided it waited for less than
d seconds. Green packets that have to wait for
more than d seconds are dropped from the green
queue.

Upon the arrival of a packet at the output port,
the algorithm is summarised below:

At tinme t=0:

Deadlines: 6 4 3 2 0

Blue Queue |B5| B4| B3, Bz| B,

Deadl i nes: 3 2

GreenQueueJ | |Gz|Gl

Bs ey
V Virtual Queue
At time t=5:

109 7 6

Blue Queue | |Bg| Bg, B7| Bs

8 7

GreenQueueJ | |G4|G3

................................................

Virtual Queue

Figure 2: Two snapshots as an example of DSD, at
time ¢t = 0 (top) and ¢ = 5 (bottom). For this ex-
ample, all packets are the same size and “packet”
time is used. The maximal buffer sizeis Buff =7
packets. The maximum green queue wait is d = 3
packets. B and G denote blue and green packets
respectively. In the first snapshot, By is served at
time ¢t = 0 in order to meet its deadline, then G4,
By, B3, By. G2 has to be dropped from the green
queue because it has to wait for more than d = 3,
whereas Bg had to be dropped because the virtual
queue length was Buf f when it arrived. At time
t = 5, we reach the situation of the second snap-
shot. As no blue packet has reached its deadline
yet, G3 can be served, followed by Bs, By, G4,
Bg, and Bg.

Packet enqueueing Algorithm:
add to virtual flat best-effort queue

if blue:
if dropped in virtual flat queue
drop
else

vd = queueing delay received in virtual queue

maxServiceTime = now + vd
tag maxServiceTime to packet
add to blue queue

else if green:
maxServiceTime =
tag maxServiceTime to packet

add to green queue

now + d



Packet Serving Algorithm (without control loop)
remove all green packets whose maxServiceTime
cannot be met

if no green packet to serve:
serve blue packet if any
else if no blue packet to serve:
serve green packet
else:
pg = transmission delay for
head of green queue
mstb = maxServiceTime of head of blue queue
if now <= mstb - pg
serve green packet
else
serve blue packet

We have favoured clarity in description over ef-
ficiency. Also, we have not mandated that the
virtual queue employ drop-tail queueing although
in the results we show here it is. An Active Queue
Management scheme such as RED [10] can be sup-
ported for blue traffic by applying it to the virtual
queue, and using those results in assigning losses
and deadlines.

Compliance Let us now look at its compliance
with the ABE router requirements:

1. Low bounded (per hop) delay for the green
packets is enforced by dropping a green
packet that cannot be served in the deadline
d.

. Local transparency to blues (Definition 3.1)
is ensured through dropping blues only when
they would be in the flat best-effort, and in
not letting accepted blues wait longer in the
queue than they would in flat best-effort.

The DSD algorithm described so far does not
ensure throughput transparency to blue (Def-
inition 3.2), which depends on the TCP feed-
back. This is done by the control loop de-
scribed in the next section.

Minimising green packet dropping is achieved
optimally by the packet enqueueing and serv-
ing algorithms.

4.2 Control loop for DSD

The duplicate scheme, as it stands, provides the
optimal performance to green while constrained to

:support local transparency to blue. In this section,

it is enhanced with a control mechanism in order
to provide throughput transparency to blue.

When TCP feedback comes into play, the through-
put of blue and green can be affected by, either
violating throughput transparency and not pro-
viding blue with enough throughput, or provid-
ing green flows with not sufficient throughput for
ABE to be attractive.

To cater for these two scenarios, we add a control
loop which adjusts to the rate-adaptive nature of
TCP. Since TCP-friendly sources are sensitive to
delay, we correct for any advantage green pack-
ets might receive by increasing their delay. DSD,
as described above, in addition to providing mini-
mum green losses for local transparency, also min-
imises the delay green packets receive. This is be-
cause in the event of either a green or a blue being
able to wait and still meet their deadlines, i.e. if
both packets can wait, we always serve the green
packet first. This is not a requirement of ABE,
and we can still maintain local transparency, and
not systematically favour the green in this sce-
nario. Note that by increasing the delay for green,
we are reducing their throughput, thus restoring
throughput transparency.

We generalise the packet serving algorithm by in-
troducing a green bias g in the range [0, 1], which
determines the extent to which we favour green
over blue when both the first blue and green pack-
ets have not yet reached their deadlines. More
precisely, when both the blue and green packets
can wait, g is the probability that we serve the
green packet first. The value g = 1 corresponds
to the algorithm of the previous subsection, where
the green packet is always served if both the blue
and green packets can wait. Conversely the value
g = 0 corresponds to the systematic serving of the
blue packet first. In the example in Figure 2, the
packets served would have thus been, successively,
Bl; BQ; Gl; BS; B47 BS; B7; G3; G4; BB and BQ-

We use g as a control parameter to balance the
throughputs of green and blue. These are esti-
mated from Equation (1). Let 6,(¢) and 6,(t) be
these estimates for the blue and the green respec-
tively at time ¢. The target of the control is to
maintain their ratio to a desired value 7, which is
slightly larger than one, to provide blues with a
small advantage in throughput, and offer a safety
margin to protect from errors in the estimation of
the throughputs. We derived a control loop equa-



tion for the green bias

T 00,0 /6,0)K

where a is the adaptation gain (0 < @ < 1), and
K > 0 is a parameter that shapes the nonlinear
function of 6,/6,. When 6y is close to v, the con-
trol law drives g(¢) towards 1/2, which amounts to
serving both queues without bias. It pushes g(t)
towards 1 if §, > v8, and towards 0 otherwise.

g(t+1) = (1 -a)g(?)

This algorithm is only one possible scheme, and
its performance can be improved, for example, by
taking into account the deadlines of all the packets
in the queues, and not just those at the head. Such
extensions are the subject of further investigation.

Let us just mention here the extension used to
cope with a very lightly loaded network, in which
case the green may suffer a few losses because of
the bounded delay, while the blue have practically
no losses at all. As a result of the TCP feed-
back mechanism, the green sources decrease their
throughput much more often than the blue, at
such a pace that the throughput of the blue can
exceed significantly the throughput of the green,
even when g = 1. In this case, we can only in-
crease green throughput by relaxing partly the lo-
cal transparency requirements. We preserve the
delay transparency, but instead of always serving
a blue packet when its deadline would otherwise
not be met, we will drop it with probability e,
where € = 0 for ¢ < 1. We use € as a second con-
trol parameter, derived in a similar fashion to g(t)
above.

The serving algorithm is thus modified as follows:

Packet Serving Algorithm (with control loop):
remove all green packets whose
maxServiceTime cannot be met

if no green packet to serve:
serve blue packet if any

else if no blue packet to serve:
serve green packet

else:
pg = transm. delay for head of green queue
mstb = maxServiceTime of head of blue queue
pb = transm. delay for head of blue queue
mstg = maxServiceTime of head of blue queue

if now > mstb - pg /# blue cannot wait */
drop blue with probability ¢
if blue not dropped:

ng greer
flows :

Figure 3: Simulation topology.

serve green
else with probablity g(t)
serve green
else
serve blue

4.3 Simulation Results

In this section, we provide illustrative simulations
of the implementation using the simple topology,
shown in Figure 3. For brevity, we omit exten-
sive simulations, which showed that under many
varied environments, the service requirements are
met.

There are ny blue and ny green sources which are
TCP Reno with always a packet to send (greedy).
We expect green sources to use a rate-adaptive
application which is TCP-friendly, but for direct
comparison we use TCP in this case.

The router buffer size was 45 packets (i.e. Buff =
45) and the maximum delay to green d is 0.04s.
All packets are fixed with size 1000 bytes.

We first look at the case where there are ny = 5
blue and ngy = 5 green flows. Figure 4 shows the
average number of packets received by each blue
and green connection at each time ¢. Figure 5
shows the end-to-end delay distributions received
for green packets under ABE and flat best-effort.

It can be seen from the results that the ABE
router requirements were satisfied. Green queue-
ing delay is small and bounded by d = 0.04s, satis-
fying requirement 1. With this traffic load it was
not required to be weaken transparency to help
green (¢ = 0 was used), and thus requirement 2
of local transparency to blue was satisfied. The
blue flows receive at least as much as they would
as with flat best-effort, satisfying requirement 3.

if now > mstg - pb /* green cannot wait */They actually receive more, thus receiving benefit

10



8000 T
— Blue, ABE
Green, ABE .
— - Blue, Flat BE //
7000 - Green, Flat BE v 7
~
-
"
o
6000 - A -
Ve
7
o >
8 2
g
3 5000( s i
c 27
g g
I 2
3 g
& 4000 - g
3 o
= >
5 ”
° z
23000 7 B
5 -
z //
2000 5 B
4
's
Y7,
V4
1000 s R
4
7
7
/
0 I I I I I
o 50 100 150 200 250 300

Time (secs)

Figure 4: Average number of packets transferred
per green and blue connection, as a function of
time ¢, when the router implemented ABE/DSD
and when it implemented flat best-effort. The re-
sults are obtained by simulating the network de-
scribed on Figure 3, with 5 blue and 5 green flows.

from the use of ABE. The green sources receive
less throughput but a reasonable amount which
satisfies requirement 4.

Of course, the same number of blue and green
sources does not occur in a general, and ABE is
designed to work independently of the asymme-
try in green and blue traffic. We now look at such
cases. Case (i) is where blue traffic dominates
ny = 5, ng = 2, and case (ii) is where green traf-
fic dominates ny = 2, ny = 5. Throughput for
blue and green is shown in Figure 6 and the delay
distribution for green is shown in Figure 7. In all
cases, it can be seen that all router requirements
are satisfied.

5 Conclusions

We have described ABE, a new service which en-
ables best-effort traffic to experience a low delay,
at the expense of possibly more throughput. ABE
is targeted at supporting rate-adaptive multime-
dia applications, with no concept of reservation or
signalling and while retaining the spirit of a flat
rate network. The service choice of green or blue
is self-policing since the user/application will be
coaxed into choosing one or the other or indeed
a mixture of both, based on its traffic profile ob-

Distribution of Queueing Delays of Green Flows

60

— With ABE
-~ Without ABE

50

40

30

20

10

0.0 0.05 0.15

Figure 5: Queueing Delay distributions received
for green packets under ABE/DSD and flat best-
effort. 5 blue and 5 green flows.

jectives. ABE allows a collection of rate-adaptive
multimedia applications to drive the network into
a region of moderately high load and low delay. It
also allows such an application to trade reduced
throughput for low delay, thus in some cases in-
creasing its utility. The design of a multimedia
adaptive application that would exploit the new
degree of freedom offered by ABE can be found in
[21].

It should be stressed that ABE is a new service in
its own right and not a substitute for reservation
or priority services. In contrast, with ABE, both
delay sensitive (green) and throughput sensitive
(blue) traffic share the same resources, and high
load in any of the two pools affects the other. We
proposed to introduce ABE as a replacement for
the existing best effort Internet service.

We have defined the ABE service, its requirements
and properties. We also addressed deployment is-
sues. In addition, we have presented a router im-
plementations and discussed its compliance. Our
simulation results show the benefits of the new
degree of freedom offered by ABE in the best-
effort services. We have found that under ABE,
blue packets received more throughput than un-
der a flat best-effort network while giving a low
bounded delay to green packets.
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Figure 6: Average number of packets transferred
per green and blue connection, as a function of
time ¢, when the router implemented ABE/DSD
and when it implemented flat best-effort. The re-
sults are obtained by simulating the network de-
scribed on Figure 3, with 5 blue and 2 green in
the first plot and 2 blue and 5 green in the second
one.
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